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Abstract 

This study is based on differences and similarities between edge computing and IoT. Edge computing and IoT application in technological 

application; both can form specific processing in data transmission. Distribution of information technology can make nearer sources of 

business computation. Edge computing and IoT are highly related to each other which create an innumerable advantage in the data 

transaction process. Sensor connectivity is the major work of Internet of things (IoT) technology that is attached with computation to form 

active specification of network connectivity and transformation of raw data into final data for reliable result. Both of the technological 

aspects can make data transmission at a standard rate, though there is better specification in the IoT technology. In addition, IoT operates 

with sensors, helps in the connectivity of multi purposes of networks and big data analytics without any obstacles, though there are less 

effective chances in the edge computing technology. Edge computing technology is only specific in mobile phone connectivity and in the 

operating system which may not handle big data analytics within a confidential formation that can be done with the help of IoT. 
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INTRODUCTION 

Edge computing is signified as the emergence of 

computing systems that refer to devices and networks for 

near users. In other words, edge computing is a distribution of 

information technology in which data of clients is processed 

at a periphery network which is nearer to source [1]. IT and 

every business computing can proceed with the help of 

reshaping of edge computing. Moreover, edge processing 

data that is closer to enabling at a greater speed and volume to 

get greater action that results within a particular timing. On 

the other hand, the Internet of things (IoT) is a physical object 

that is mainly connected with the internet which is especially 

embedded with sensors, various software and technologies 

[2]. This connects and exchanges a lot of data through the 

internet and this helps in a better approach to transferring 

information. 

There are various types of IoT such as: IoT connectivity 

management, mobile connectivity, introduction of IoT, use 

cases of IoT. On the other hand, edge computing also has 

various types such as: access edge, network edge, on premise 

edge and internet of things edge. All these types of edge 

computing and IoT can strongly be related with each other 

and help in managing various facilities with internet 

activities. “Enhanced data rates for GSM Evolution (EDGE)” 

is popular for the enhancement of mobile phone technology 

which performs the activity of data transmission which is 

compatible with better extension [3]. IoT is a specified 

collective network to connect many devices and also make a 

communication between cloud and devices. In this concern, 

the computer chips which have high bandwidth 

telecommunication are able to connect many machines at 

once. This needs high connection with peers, in which every 

computer engineer adds sensors that help in internal 

connection. 

Edge computing helps in making better transmission and 

also enhances efficiency. This helps in improving security, 

increasing uptime with decreasing rate of cost. Edge 

computing ensures the storage of data and processes reliable 

connectivity for cloud applications [4]. This computing can 

allow the major application of IoT at the time of low 

bandwidth connectivity and bring under normal conditions. 

On the other hand, IoT allows data to be gathered and 

proceed within an edge without having to send data back to 

the datacenter or cloud. Cloud computing or IoT proceeds 

data without time-driven, on the other hand, edge computing 

proceeds with time-sensitivity. 

MATERIALS AND METHODS 

Secondary data has been gathered with the help of various 

authentic sources that makes standard information 

interpretation related to this topic. In this concern, the 

researcher has chosen qualitative designs that make clear 

ideas about major topic and can form huge effects on the 

future study. Qualitative design allows researchers to collect 

several descriptive informations based on the major topic 

from authentic sites that immensely help to draw a conclusion 

[5]. In addition, the researcher also has chosen an inductive 

approach which helps in gathering appropriate data based on 

the topic. Moreover, the secondary data collection should be 

conducted from authentic resources such as peer-reviewed 

journals that help in evaluating similarities and similarities 

between edge computing and IoT. 

The information should be collected from major 
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peer-reviewed journals which are published after 2019. 

Hence, the researcher should not collect information from 

other journals that have been published before 2019. The 

major advantages of an inductive approach are to maintain a 

huge facility on creating in-depth investigation therefore the 

researcher should choose this approach. The researcher 

should not choose a deductive approach which may nor align 

the topic based on a major framework. 

RESULTS 

Concept of edge computing 

Edge computing originated in 1990 which is an innovative 

type of computation and allows local processing and data 

storage capacity. This type of computation helps in making 

better facilities in Smart manufacturing and in the retail 

sector with implementation of IoT [6]. There is a wide range 

of variability which helps in measuring effective computation 

and this can proceed with closer origin. The edge helps in 

verifying major effects on improving security under the 

circumstances of the internet system. Increasing the rate of 

uptime can help in connectivity and reliable transmission of 

data. On the other hand, this computation helps in evaluating 

cost effectiveness which is advantageous to an authority. 

Manufacturers of the edge computation can be effective with 

innovations in Internet of things (IoT) sensors to increase 

predictive maintenance of tack inventory, major capabilities 

and monitoring production machinery [7]. This helps in 

better inventory management and logistics function to have 

reliable stock. 

The edge computing helps in making transmission of 

reliable data with the help of various sensor connections that 

improve internet security and make fastest connectivity. 

Internet of things edge is a type of Edge computing which 

makes better facility in covering almost all devices that have 

been connected with private and public networks [8]. This 

can appear with a smart approach with data processing 

through major mobile phones and simple sensors. On 

premier edge is also a type of data aggregate device which 

stores and analyzes requests using the data to localize data 

processing. Access edge can be defined as the traditional 

Radio Access Network (RAN) which mainly fixes the 

function of devices [9]. RAN is a major crucial point that is 

able to connect every wireless device. On the other hand, the 

network edge is accessed with IoT edges that specifically 

connect centralized data and can span a vast set of regions. 

All of the types of edge computing help in betterment in 

network transmission which helps to confirm vast centralized 

data processes. 

 
Figure 1: Types of Edge computing 

Concept of IoT 

Kelvin Asthin is the major inventor of sensors and coined 

the term “Internet of thing (IoT)” which helps in the 

description of network connection. The sensor helps in 

making various transmissions with other machines that make 

a better effect on the data centralization. There are features of 

IoT such as: connectivity, scalability, endpoint management, 

dynamic nature, integration, compact nature of devices and 

artificial intelligence [10]. IoT systems are designed with the 

help of several devices. This can handle workload and can 

form a demand in a normal state. This system has an active 

sensor which should be dynamic in nature and able to 

transform according to major usage. On the other hand, IoT 

systems make connections between devices and products 

with cross-domain technology. This major technological 

aspect is actively engaged with artificial intelligence, block 

chain technology, cloud computing and more advanced 

technological upgradation [11]. The raw data can easily 

proceed with the help of various applications and thus help in 

verifying the effects of new connections. 

IoT integrates several cross-domain technological effects 

which make a better approach in big data analytics. The entire 

ecosystem can lead to wonderful experience and strategic 

development which become more efficient with quality of 

living. In recent times every technology has come under the 

degree of automation that makes business easier. IoT 

develops various automated technologies which help in 

easier business that lead to high cultural impact. Security is 

referred to as the major concern of IoT users that are able to 

carry out sensitive information and data flowing is the 

foremost vitality in this system [12]. The resources and 

investment require being the major conduction in the IoT 

system. Consumer internet of things helps in application of 

consumers and major devices which consist of smart phones, 

wearable smart assistance. This can help in distributing 

connections and transmission within offices and homes. 
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Commercial internet of things can make better value with 

augmenting personal and home environments. This helps in 

the corporate facilities and utilization of data storage. 

Industrial internet of things can be defined as the major 

effect within the association with health care, automotive 

technologies and logistics function [13]. The infrastructure of 

the internet of things has a better effect on reliable 

transmission. On the other hand, internet of military things 

can be explained as the battlefield objectives that use military 

setting and situation of the battlefield and this can be 

interconnected with transmission of various informations to 

assessing huge responses. This system leverages military 

information which is more confidential and may store and 

transmit easily. 

 
Figure 2: Types of IoT 

Relationship between edge computing and IoT 

There are various benefits of edge computing in IoT such 

as: operation optimization, cloud security, employee 

productivity, condition based optimization, energy 

optimization, sustainability use, space optimization, personal 

comfort and asset tracking. Cloud security is one of the 

aspects of localized analytics that help edge computation and 

allow reduced data transmission [14]. The data transmission 

with the help of cloud security can be done with the help of 

reliable security and IoT devices that are sent between a 

device and a centralized cloud. Computation helps in making 

a huge range of data transmission with the help of advanced 

technologies and better effects of implementation in sensors. 

On the other hand, device security can be closely related to 

edge computing that improves data integrity [15]. This is also 

related to major data connection and greater facility in usage 

of sensor and cloud technology. 

IoT and edge computation both can represent a major shift 

of data gathering and major analysis of data and information. 

Edge computation strategy can make localized formation 

data that can determine proper location based on major 

connections. In the way of data analytics and big data 

computation both edge computation and IoT is a vital aspect. 

This helps in making better identification of high level risks 

and computation. Edge computation with IoT helps in 

betterment of various organizational developments and this 

helps in data transmission to have proper transfer. A normal 

IoT is referred to as the continuous sending and receiving of 

data that can easily access various data and information. 

Latency-sensitive applications can make better placement 

under the circumstances of beneficial nature of productivity 

[16]. Edge computing can make better expectations on usage 

of IoT sensors which perform huge potential impact across 

the major needs of confidential transactions. This increases 

data security which needs huge scalability that can form 

feasible nature in transmission of confidential data or 

information. 

IoT is beneficial with usage of computation and has an 

impact on closer physical devices that can exist in near 

location. Edge computing is the local sourcing that helps in 

betterment of transmission and can produce huge data 

sources which help in getting faster migration related to IoT 

security [17]. IoT and edge computing can lead to beneficial 

activity in transmission which can reduce latency 

communication between IoT devices and the central IT 

networks. The combination of both edge computation and 

IoT can make faster responses within a particular time which 

can perform operational efficiencies and also improves 

network bandwidth [18]. Local data processing is also able to 

be implemented with the help of various integrations and this 

allows the taking up of rapid decision making through 

analytical algorithms. A gateway of IoT can transfer data 

from edge to cloud centralization which processes local data 

at a huge rate. 

The cloud computing model can help in easy computation 

resources and services that lead to large centralized data 

centers. Cloud can provide better facility in the portion of 

development of network infrastructure which requires 

making a connection between IoT and internet [19]. Edge 

devices in this concern help in making centralized locations 

for different purposes that allow remote management. Edge 

computation helps in the automation instruction which 

forwards network telemetry and this needs more traffic for 

connecting more peers that leads to high transmission. This 

sends data sources which are analytically stored in a less time 

consuming way for accomplishing business objectives. In 

this computation system IoT technology can perform greatly 

to have better cloud services that transfer data from one 

device to another devices through proper transformation of 

data from raw one. The edge device sending is a log of 

decisions that back to datacenters for managing data with big 

data analysis. 

Differences between edge commuting and IoT 

There are various differences between edge computation 

and IoT which can form quite different from each other in the 

way of device capacity, software, IoT edge, data processing 

and bottom line. In the device capacity, IoT applications must 

be enabled with internet capability and there are IoT devices 

that also have sensors that can transmit and receive several 

pieces of information [20]. This is the optional edge 

computation device which focuses on the major data 
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gatherings. The IoT device has a particular function that can 

be handled with the normal computers and easily create data 

analysis. Another side, IoT cannot manage with the normal 

computers that lead high resolution devices which can make 

sensor connectivity. 

Software in the IoT system cannot have a better facility 

with having an operating system. The IoT software is not 

required with memory management as this is hardware 

association with operating systems. On the other hand, the 

edge computation has PCs with an operating system along 

with memory management and major processors [21]. Cyber 

attack and vulnerabilities have fewer chances in the 

application of IoT, though there is the highest chance of 

having a prone attack in cyber with the usages of edge 

computation. In this concern, the major transmission can lead 

data processing under the systemic power of many functions 

with the help of combining IoT and edge computation. The 

data processing in the IoT localization is specified with 

differences between two technologies. This happens locally 

to gain a better effect on computation. On the other hand, 

edge computation cannot require internet enabled which is a 

must in IoT. 

Edge computation can be used within the multipurpose 

variability that can easily proceed with a positive impact on 

the data transmitting. There is high resource efficiency in the 

IoT rather than edge computation. The resource efficiency in 

edge computation is moderate which uses or usage of device 

[22]. In addition, cloud data processing is used in IoT and 

local data processing is used in edge computing .In the 

storage and processing, the IoT has centralized storage 

facility and edge computing has decentralized storage 

capacity. Hence, centralization can cause vulnerability and 

huge cyber attacks which may confirm the major effects on 

huge competition. Moreover, the centralist formation cannot 

allow any attacks in cyber as data protects at a high storage 

capacity with strongest key codes. The edge computation 

cannot make hardcore pass code which may not be created a 

better facility in the way of highest storage capacity. The IoT 

performs specific functions which help in managing proper 

transaction and data transmission. 

Edge computing cannot lead to a high priority of issues 

though there are huge effects on the operating system. On the 

other hand, IoT is mainly used in confidential formation 

which makes better facility and major perfection with data 

variability and transmission. IoT software devices are able to 

run at a single execution which can run a single amount of 

programme that may form machine technologies to get better 

requirements with the management of supporting activity 

with high prioritization impact on the data transmission. On 

the other hand, small edge devices can bring considerable 

effects on reaching internet facilities in which the sensor is a 

vital part which takes to the real world. 

Cloud computing is common in recent days which create a 

new dimension and which traditionally means data storage 

and major service provision. On the other hand, edge 

computing is rapidly emerging within various fields which 

have conventional application in business operations. 

Resource limitation, efficiency in transmission, functionality 

and another networking edge can form huge complex 

network based factors that form better cloud computation 

[23]. The “Internet of things” mainly depends upon wearable 

sensors attached in the edge computation for effective 

computation. Edge networks can make significant power that 

takes place with usage of large numbers of wearable sensors 

with computational power. There are some edge computing 

paradigms: distributed deep learning, big data analytics and 

IoV (internet of vehicles) [24]. The network representation 

technology has significantly contributed various edge tasks 

that are useful to the major business operation. 

Internet of things edge is the type of edge computing which 

combines workout with the sensor system which has made 

different conditions in connection between public networks. 

Access edge and network edge is especially defined as 

specification between different devices that assist in vast 

development throughout the environment. In this concern, 

RAN is a major and crucial thing in the connectivity that 

helps in the networking ability and also creates a mobile 

networking system. 

DISCUSSION 

Edge computing is an innovative type of computing which 

can form local processing and transferring data with huge 

storage capacity. This helps in active and many 

manufacturing facilities in data transmission to get better 

connection between human and machine. This innovative 

girth can help in the wide range of variability that creates an 

impact on improving security under the circumstances of 

reliable transmission. Manufacturing of edge technology in 

computation develops innovative internet connections that 

form a better culture in the working environment and also 

conduct monitoring facilities. This is active in the formation 

of sensor connection and computation to get better data 

processing. Logistics function can be grown up with the help 

of the application of sensors which regards the profitable 

effort to get fruitful results [25]. Mobile phone technology 

and transmission process through the internet can be depicted 

with several public networks that simply use sensors. 

There are several types of edge computing such as: internet 

of things edge, access edge, networking edge, on premier 

edges which are formed to better approach data transmission 

and connectivity. All of the typos of edge computation are 

specific and efficient in connectivity, though internet to 

typing edge is specific with the application of sensors. The 

RAN technology is the network that creates a connection 

between different types of devices with the activity of various 

functional devices. This helps major transmission to make a 

huge impact on centralized data processing. The data 

processing leads to the reliable connection between several 

devices which make feasibility in traction of raw data. On the 

other hand, IoT can meet better facilities in the way of 

reliable data processing which assists in the data transition 

process with low rate of fraudulent activity. 
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There are some features of IoT which can help in 

maintaining big data analytics and data transmission. In this 

concern, scalability can form a better approach in traction 

porches of data which need high yielding variety and 

variability to manage the results within a normal state 

addition, the IoT system can form results which are 

highlighted with cross border technology. “Internet of things 

is depicted with the demand of a normal state that actively 

engages with artificial intelligence. Stimulation of human 

intelligence with connection within machines and computer 

systems is determined with artificial intelligence [26]. This 

has an important connection with the Iota as the sensor 

connectivity is conducted through specific recognition of 

machine vision. This intelligence can lead to application of 

block chain technology and confidential computation 

facilities to have huge and protective results. In this way, the 

major technological implementation can form with active 

processes. 

IoT and edge computation can make a representation with 

a major shift of data gathering that cannot create data 

overlapping. Edge computation and IoT both can create 

effective results on advanced technological development 

which create a feasible impact on large data analytics. The 

advanced technological innovation can deliberately create 

detection of high levels of risks. Hence, both edge computing 

and IoT can highly be initiated in faster responses for 

centralized formation of local data sets. Cloud computing 

models can form better chances in the data transmission 

which assist in the large centralized data formation. There are 

some differences between IoT and edge computation which 

is especially depicted with the requirements of cyber security, 

software usage, data processing and more. In all of the 

differences, the edge computing technology can not have a 

proper effectiveness in data transmission rather than IoT. 

CONCLUSION 

IoT can be of various types which form a major system of 

connectivity and this leads to better effect on data processing. 

In this concern, industrial internet of things impacts upon 

automotive technological application which aims at 

implementation of reliable connectivity, this connection 

leads to betterment on conference calls from faraway 

commercial internet of things can form authentic and huge 

responses to have specific leverages. This leads to the 

effectiveness within social media networks that make huge 

responses in the data transmission. The Internet of military 

things is made an interconnection between battlefields and 

assessing responses within easy transmission. There is a best 

relationship between various data connections which can 

make a better debut on localized formation of data. On the 

other hand, there are various differences between edge 

computation and IoT. 

In IoT the technological processes are sensor effects which 

are missing in the edge computation. In this concern, the 

major effects can be highlighted with the help of adoption of 

technical implantation which needs high resolution back up. 

On the other hand IoT cannot make better effects with 

application edge computation as there is less effective chance 

on storage facilities. The data processing power in IoT is 

higher than in edge computation. Cloud processing can make 

a huge change on the application of sensors and this gets an 

effective result on data transmission. 

IoT performs a specific function which creates a huge 

effect on the technological requirement that form single 

execution and variability which is the vital part of the real 

world. Edge computation mainly operates within an 

operating system; on the other hand, IoT is not continued 

with the help of an operating system. “Enhanced data rates 

for GSM Evolution (EDGE)” is an effective aspect in edge 

technology which is a popular enhancement in mobile 

technology. However, this cannot form analytics of large data 

base; this can be done with the help of IoT in which sensor 

touch is a major specification. 
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